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Safety & Environmental Enforcement, Interior § 250.1913 

(3) The supervisor of the person in 
charge of the task must approve the 
JSA prior to the commencement of the 
work. 

§ 250.1912 What criteria for manage-
ment of change must my SEMS pro-
gram meet? 

(a) You must develop and implement 
written management of change proce-
dures for modifications associated with 
the following: 

(1) Equipment, 
(2) Operating procedures, 
(3) Personnel changes (including con-

tractors), 
(4) Materials, and 
(5) Operating conditions. 
(b) Management of change procedures 

do not apply to situations involving re-
placement in kind (such as, replace-
ment of one component by another 
component with the same performance 
capabilities). 

(c) You must review all changes prior 
to their implementation. 

(d) The following items must be in-
cluded in your management of change 
procedures: 

(1) The technical basis for the 
change; 

(2) Impact of the change on safety, 
health, and the coastal and marine en-
vironments; 

(3) Necessary time period to imple-
ment the change; and 

(4) Management approval procedures 
for the change. 

(e) Employees, including contractors 
whose job tasks will be affected by a 
change in the operation, must be in-
formed of, and trained in, the change 
prior to startup of the process or af-
fected part of the operation; and 

(f) If a management of change results 
in a change in the operating procedures 
of your SEMS program, such changes 
must be documented and dated. 

§ 250.1913 What criteria for operating 
procedures must my SEMS program 
meet? 

(a) You must develop and implement 
written operating procedures that pro-
vide instructions for conducting safe 
and environmentally sound activities 
involved in each operation addressed in 
your SEMS program. These procedures 
must include the job title and report-
ing relationship of the person or per-

sons responsible for each of the facili-
ty’s operating areas and address the 
following: 

(1) Initial startup; 
(2) Normal operations; 
(3) All emergency operations (includ-

ing but not limited to medical evacu-
ations, weather-related evacuations 
and emergency shutdown operations); 

(4) Normal shutdown; 
(5) Startup following a turnaround, 

or after an emergency shutdown; 
(6) Bypassing and flagging out-of- 

service equipment; 
(7) Safety and environmental con-

sequences of deviating from your 
equipment operating limits and steps 
required to correct or avoid this devi-
ation; 

(8) Properties of, and hazards pre-
sented by, the chemicals used in the 
operations; 

(9) Precautions you will take to pre-
vent the exposure of chemicals used in 
your operations to personnel and the 
environment. The precautions must in-
clude control technology, personal pro-
tective equipment, and measures to be 
taken if physical contact or airborne 
exposure occurs; 

(10) Raw materials used in your oper-
ations and the quality control proce-
dures you used in purchasing these raw 
materials; 

(11) Control of hazardous chemical in-
ventory; and 

(12) Impacts to the human and ma-
rine environment identified through 
your hazards analysis. 

(b) Operating procedures must be ac-
cessible to all employees involved in 
the operations. 

(c) Operating procedures must be re-
viewed at the conclusion of specified 
periods and as often as necessary to as-
sure they reflect current and actual op-
erating practices, including any 
changes made to your operations. 

(d) You must develop and implement 
safe and environmentally sound work 
practices for identified hazards during 
operations and the degree of hazard 
presented. 

(e) Review of and changes to the pro-
cedures must be documented and com-
municated to responsible personnel. 

VerDate Mar<15>2010 13:23 Aug 17, 2012 Jkt 226121 PO 00000 Frm 00237 Fmt 8010 Sfmt 8010 Y:\SGML\226121.XXX 226121er
ow

e 
on

 D
S

K
2V

P
T

V
N

1P
R

O
D

 w
ith

 


		Superintendent of Documents
	2012-09-07T12:39:27-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




